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TRUST BASED SYSTEM AND METHOD FOR
PERFORMING A HANDOVER FROM A
SOURCE BASE STATION TO A TARGET BASE
STATION

The present invention generally relates to performing a
handover from a source base station to a target base station,
whereas access to services of the target base station is
restricted to mobile terminals having subscribed to the ser-
vices.

In LTE (Long-Term Evolution), UEs (User Equipments)
are served by a core network via base stations, also referred to
as eNodeBs. Each eNodeB manages a cell, wherein a cell is
anarea for which UEs located in the cell can be handled by the
concerned base station, i.e. can communicate with a remote
telecommunication device by accessing the core network via
the base station.

Handover takes place when a UE moves from one cell to
another. Two types of handover exist in LTE: S1 and X2
handovers. S1 handovers are performed between a source
eNodeB and a target eNodeB via their S1 interfaces, wherein
the S1 interface connects the considered eNodeB to the core
network. X2 handovers are performed between the source
eNodeB and the target eNodeB via their X2 interfaces,
wherein the X2 interface directly connects the considered
eNodeB to at least one neighbouring eNodeB. Two eNodeBs
are considered as neighbours when their cells overlap. For
mobility within an LTE system, X2 handovers are generally
used when eNodeBs are directly connected via their X2 inter-
faces, except when the access to the cell served by the target
eNodeB is restricted to a predefined set of subscribers (CSG
for Closed Subscriber Group). In this case, S1 handovers are
performed in order to allow the core network entities, and
more particularly a connection management entity referred to
as MME (Mobility Management Entity), to perform cell
access control.

However performing S1 handover is time-consuming. S1
handover is moreover network resources consuming, as it
requires data exchanges between the base stations and the
core network entities.

It is desirable to overcome the aforementioned problems
which occur in typical wireless cellular communications net-
works, and more particularly in LTE or LTE-A communica-
tions networks.

In particular, it is desirable to provide a solution that allows
reducing the time needed to perform a handover for a user
equipment, while ensuring a certain level of access control.

It is furthermore desirable to provide a solution that allows
offloading traffic via the core network, while ensuring the
certain level of access control.

It is furthermore desirable to provide a solution that is
easy-to-implement and that is cost-effective.

To that end, the present invention concerns a method for
performing a handover of a mobile terminal from a source
base station to a target base station, the source and target base
stations being adapted to directly communicate with each
other via first respective communication interfaces, the
source and target base stations being adapted to communicate
via second respective communication interfaces with a core
network entity, the core network entity managing subscrip-
tions to services of at least the target base station and autho-
rizing access to said services via handover to only subscribers
to said services. The method is such that it comprises: obtain-
ing a trust level indication for the mobile terminal, said trust
level indication being representative of an extent to which the
mobile terminal can be trusted when declaring having sub-
scribed to the services of the target base station; performing

10

15

20

25

30

35

40

45

50

55

60

65

2

directly the handover via the first communication interfaces,
when the obtained trust level indication is above a first thresh-
old; and otherwise requesting authorization from said core
network entity for the mobile terminal to access the services
of the target base station.

Thus, the time needed to perform the handover for the
mobile terminals may be reduced, while a certain level of
access control to services of the target base station is ensured.
Offloading of traffic originally performed via the core net-
work is moreover achieved, while ensuring the certain level of
access control.

It has to be understood that the core network entity repre-
sents a single device of the core network or plural devices of
the core network providing the functionality of managing
subscriptions to services of the target base station and autho-
rizing access to said services via handover to only subscribers
to said services.

According to a particular feature, the trust level indication
is determined as a function of a time period elapsed since a
preceding modification of the trust level indication or since a
preceding authorization from the core network entity for the
mobile terminal to access via handover the services of the
target base station.

Thus, the trust level indication may be adjusted to avoid
that a handover without requesting authorization from the
core network entity be performed for the mobile terminal,
whereas no authorization from the core network entity has
been requested for a long time period.

According to a particular feature, the trust level indication
is determined as a function of a number of successive han-
dovers performed by base stations by directly communicating
with each other without requesting authorization from said
core network entity and undergone by the mobile terminal to
enter a cell managed by the source base station.

Thus, access control is reinforced, as the trust level indica-
tion may be adjusted in order to avoid numerous handovers
without requesting authorization to the core network entity.

According to a particular feature, the core network entity
defines the first threshold on the basis of an offload policy of
signalling from the core network toward base stations.

Thus, flexibility is added to the signalling offload between
the core network entity and the base stations and access
control policies can be adjusted by the core network entity for
each base station.

According to a particular feature, the target base station
defines or adjusts the first threshold for the source base sta-
tion, on the basis of an access policy to the services of the
target base station.

Thus, signalling offload between the core network entity
and base stations is handled locally by each base station. This
adds reactivity to the overall handover and offloading proce-
dures to fast variations of transmission conditions.

According to a particular feature, the trust level indication
is defined on the basis of at least one parameter weighted by
at least one respective forgetting factor, and: the at least one
forgetting factor is adjusted by said core network entity on the
basis of an offload policy of signalling from the core network
toward base stations; or the at least one forgetting factor is
adjusted by the target base station on the basis of an access
policy to the services of the target base station.

Thus, signalling offload between the core network entity
and base stations can be adjusted.

According to a particular feature, the target base station
performs: receiving from the source base station a request to
perform directly the handover via the first communication
interfaces for the mobile terminal and receiving from the
source base station said trust level indication; accepting to
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perform directly the handover via the first communication
interfaces for the mobile terminal, when the trust level indi-
cation is above a first threshold; and otherwise requesting, via
the second communication interface of the target base station,
authorization from said core network entity for the mobile
terminal to access the services of the target base station.

Thus, the process is kept simple for the source base station
which simply needs to request a handover via the first com-
munication interfaces even though the access to the services
of'the target base station is restricted. The process is moreover
kept simple for the core network entity, which saves process-
ing resources of the core network entity. The target base
station is then able to decide on its own whether any access
control needs to be performed by the core network entity, and
this from whatever neighbouring base station the handover is
requested.

According to a particular feature, the core network entity
performs, when the trust level indication is above the first
threshold: instructing the source base station to perform
directly, via the first communication interfaces, following
handovers toward the target base station for the mobile ter-
minal.

Thus, the offloading level of signalling from the core net-
work toward base stations can be tuned by the core network
entity.

According to a particular feature, the source base station
performs, when detecting that the handover has to be per-
formed toward the target base station for the mobile terminal:
performing the handover via its first communication inter-
face, when instructed by the core network entity to perform
directly, via the first communication interfaces, handovers
toward the target base station for the mobile terminal; and
otherwise requesting, via the second communication inter-
face of the source base station, authorization from said core
network entity for the mobile terminal to access via handover
the services of the target base station.

Thus, the process performed by the source base station is
kept simple and cost-eftective.

According to a particular feature, the core network entity
performs, when the trust level indication is below or equal to
the first threshold: instructing the source base station to stop
performing directly, via the first communication interfaces,
following handovers toward the target base station for the
mobile terminal.

Thus, the core network entity can trigger access control in
order to reinforce the security of access to services of the
target base station, for instance when offloading becomes less
necessary according to transmission conditions via the core
network or to effective consumption of processing resources
of the core network entity.

According to a particular feature, the source base station
performs, when detecting that the mobile terminals enters a
cell managed by the source base station: obtaining a number
of successive handovers performed by base stations by
directly communicating with each other without requesting
authorization from said core network entity and undergone by
the mobile terminal to enter the cell managed by the source
base station; and, when detecting that the handover has to be
performed toward the target base station for the mobile ter-
minal: performing directly the handover via its first commu-
nication interface, when said number of successive handovers
is below a second threshold, independently of being
instructed by the core network entity to perform directly, via
the first communication interfaces, following handovers
toward the target base station for the mobile terminal; and
otherwise requesting, via the second communication inter-
face of the source base station, authorization from said core
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4

network entity for the mobile terminal to access via handover
the services of the target base station.

Thus, the source base station is able to trigger an access
control by the core network entity in order to avoid numerous
handovers without requesting authorization to the core net-
work entity.

According to a particular feature, said method is performed
by the source base station.

Thus, message exchanges between the source base station,
the target base station and the core network entity are limited.

According to a particular feature, when the handover is
performed directly via its first communication interface, the
source base station transmits to the target base station a
mobile terminal context including the trust level indication
and/or a number of successive handovers performed by base
stations by directly communicating with each other without
requesting authorization from said core network entity and
undergone by the mobile terminal to enter a cell managed by
the source base station.

Thus, the management of the trust level indication can take
into account, in a cost-effective way, an activity history of the
mobile terminal.

According to a particular feature, requesting authorization
from said core network entity for the mobile terminal to
access via handover the services of the target base station is
performed when performing the handover via the second
communication interfaces.

Thus, when the trust level indication is above the first
threshold, the handover is directly performed between the
source and target base stations without access control by the
core network entity. When implemented in the LTE context, it
means that an X2 handover is performed when the trust level
indication is above the first threshold, and that an S1 handover
is performed otherwise.

The present invention also concerns a system for perform-
ing ahandover of a mobile terminal from a source base station
to a target base station, the source and target base stations
being adapted to directly communicate with each other via
first respective communication interfaces, the source and tar-
get base stations being adapted to communicate via second
respective communication interfaces with a core network
entity, the core network entity managing subscriptions to
services of at least the target base station and authorizing
access to said services via handover to only subscribers to
said services. The system is such that it implements: means
for obtaining a trust level indication for the mobile terminal,
said trust level indication being representative of an extent to
which the mobile terminal can be trusted when declaring
having subscribed to the services of the target base station;
means for performing the handover via the first communica-
tion interfaces, when the obtained trust level indication is
above a first threshold; and otherwise means for requesting,
via the second communication interfaces, authorization from
said core network entity for the mobile terminal to access the
services of the target base station.

The term system as used herein refers to either a device, a
plurality of devices cooperating to implement the aforemen-
tioned means or causing the implementation of the aforemen-
tioned means.

The present invention also concerns, in at least one
embodiment, a computer program that can be downloaded
from a communication network and/or stored on a medium
that can be read by a computer and run by a processor. This
computer program comprises instructions for implementing
the aforementioned method in any one of its embodiments,
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when said program is run by the processor. The present inven-
tion also concerns information storage means, storing such a
computer program.

Since the features and advantages related to the system and
to the computer program are identical to those already men-
tioned with regard to the corresponding aforementioned
methods, they are not repeated here.

The characteristics of the invention will emerge more
clearly from a reading of the following description of an
example of embodiment, said description being produced
with reference to the accompanying drawings, among which:

FIG. 1 schematically represents part of a wireless cellular
communications network in which the present invention may
be implemented;

FIG. 2 schematically represents an architecture of a base
station, a home base station or a core network entity of the
wireless cellular communications network;

FIG. 3 schematically represents an algorithm for perform-
ing a handover, according to the present invention;

FIG. 4 schematically represents an algorithm performed by
a source base station for performing the handover, according
to a first embodiment;

FIG. 5 schematically represents an algorithm performed by
a core network entity for performing the handover, according
to the first embodiment;

FIGS. 6A, 6B, and 6C schematically represent algorithms
performed by the core network entity for handling a trust level
indication, according to the first embodiment;

FIG. 7 schematically represents an algorithm performed by
the source base station for performing the handover, accord-
ing to a second embodiment;

FIGS. 8A, 8B, 8C and 8D schematically represent algo-
rithms performed by the source base station for handling the
trust level indication, according to the second embodiment;

FIGS. 9A and 9B schematically represent algorithms per-
formed by the source base station and a target base station
respectively for performing the handover, according to a third
embodiment.

Even though the following description details the present
invention in the scope of a deployment of wireless cellular
communications networks of LTE or LTE-A type, the prin-
ciples detailed hereinafter can be similarly applied in the
deployment of other kinds of wireless cellular communica-
tions networks. More particularly, the principles detailed
hereinafter can be similarly applied for performing a han-
dover from a first base station to a second base station,
wherein access to services of at least the second base station
is restricted to a predefined group of subscribers and wherein
the first and second base stations comprise interface means
for directly communicating with each other, in addition to
interface means with a core network comprising an entity
checking whether a mobile terminal is authorized to access
the services of the second base station. The process perform
by said core network entity for checking whether a mobile
terminal is authorized to access the services of a base station
is also referred to as access control.

FIG. 1 schematically represents part of a wireless cellular
communications network 100 in which the present invention
may be implemented.

The part of the wireless cellular communications network
100 shown in FIG. 1 comprises a core network 101. In the
context of the 3GPP’s SAE (System Architecture Evolution),
the core network 101 comprises core network entities, such as
MME 102 and HSS (Home Subscriber Server) 103 entities.
The MME 102 is responsible for signalling in the wireless
cellular communications network 100 and ensuring the con-
nection management throughout the wireless cellular com-
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6

munications network 100. Several MMEs may exist in the
wireless cellular communications network 100. The HSS 103
is a database containing user-related and subscription-related
information. The MME 102 is also responsible for authenti-
cating the user of any UE or mobile terminal, such as a UE
130, requesting access to services of the wireless cellular
communications network 100 by interacting with the HSS
103.

Access to the services of the wireless cellular communica-
tions network 100 for the UE 130 is provided via a base
station, or eNodeB, managing a cell in which the UE 130 is
located.

In the description hereafter, a handover from a cell man-
aged by a first base station 110, referred to as source base
station, to a cell managed by a second base station 120,
referred to as target base station, is considered. The cells are
hereinafter referred to as source cell and target cell respec-
tively.

Moreover, it is considered that the target cell 120 is a CSG
cell. It means that services of the target base station are only
accessible by members of a predefined CSG. Such services
are for instance access to the target cell. CSGs can be identi-
fied by CSG identities, also referred to as CSG IDs. Each base
station managing a CSG cell broadcasts in the cell the CSG
identity corresponding to the CSG cell.

The target cell may also be operated as a hybrid cell, which
means it is accessed as a CSG cell by members of the corre-
sponding CSG and as a normal cell by all other mobile ter-
minals or UEs. In hybrid cells, members of the corresponding
CSG are expected to receive preferential access to the ser-
vices of the wireless cellular communications network 100.
The meaning of the terms CSG cell as used herein also covers
hybrid cells, as hybrid cells comprise the functionalities
related to CSG management.

Therefore, the MME 102, in collaboration with the HSS
103, manages subscriptions to the services of the target base
station 120 and authorises access to these services via han-
dover to only subscribers of these services.

The source 110 and target 120 base stations comprise
respective communication interfaces with the core network,
as well as respective communication interfaces with neigh-
bouring base stations. In other words, according to LTE ter-
minology, the source 110 and target 120 base stations com-
prise S1 and X2 interfaces.

FIG. 2 schematically represents an architecture of a base
station or a core network entity of the wireless cellular com-
munications network 100. Generally speaking, the architec-
ture refers to a telecommunication device.

According to the shown architecture, the telecommunica-
tion device comprises the following components intercon-
nected by a communications bus 210: a processor, micropro-
cessor, microcontroller or CPU (Central Processing Unit)
200; a RAM (Random-Access Memory) 201; a ROM (Read-
Only Memory) 202; an HDD (Hard Disk Drive) 203, or any
other device adapted to read information stored on storage
means; and, at least one communication interface 204.

CPU 200 is capable of executing instructions loaded into
RAM 201 from ROM 202, from an external memory such as
an SD (Secure Digital) card, or from HDD 203. After the
telecommunication device has been powered on, CPU 200 is
capable of reading instructions from RAM 201 and executing
these instructions. The instructions form one computer pro-
gram that causes CPU 200 to perform some or all of the steps
of at least one of the algorithms described hereafter with
regard to F1IGS.3,4,5,6A, 6B, 6C, 7, 8A, 8B, 8C, 8D, 9A and
9B.
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Any and all steps of the algorithms described hereafter with
regard to F1IGS.3,4,5,6A, 6B, 6C, 7, 8A, 8B, 8C, 8D, 9A and
9B may be implemented in software by execution of a set of
instructions or program by a programmable computing
machine, such as a PC (Personal Computer), a DSP (Digital
Signal Processor) or a microcontroller; or else implemented
in hardware by a machine or a dedicated component, such as
an FPGA (Field-Programmable Gate Array) or an ASIC (Ap-
plication-Specific Integrated Circuit).

FIG. 3 schematically represents an algorithm illustrating a
method for performing a handover from the source cell to the
target cell.

The method comprises a step S301 of detecting that a
handover has to be initiated for the UE 130 from the source
base station 110 to the target base station 120. There may be
different reasons why a handover might be initiated. For
instance:

when the UE 130 is moving away from the area covered by

the source cell and entering the area covered by the target
cell, in order to avoid call or connection termination
when the UE 130 gets outside the range of the source
cell; or

when the capacity for connecting new calls, or setting up

new connections, of the source cell is reached, in order to
free some capacity in the source cell for other UEs.

The method further comprises a following step S302 of
obtaining a trust level indication for the UE 130. The trust
level indication is information representative of the extent to
which the UE 130 can be trusted by the source base station
110 and/or the target base station 120, when the UE 130
declares having subscribed to the services of the target base
station 120. Embodiments for determining the trust level
indication are detailed hereafter.

In order to enter a CSG cell, the UE 130 provides a CSG
membership indication to the source base station 110. Indeed,
following LTE requirements to facilitate access control, the
UE 130 stores a list, called CSG whitelist, containing one or
more CSG ID associated with the CSG cells in which the UE
is allowed to access. In other words, the CSG whitelist is a list
of services subscribed by the UE 130. The UE 130 uses the
CSG whitelist along with the CSG ID broadcast by the CSG
cell for CSG cell selection and reselection.

The CSG whitelist is maintained and provided to the UE
130 by the MME 102, or another core network entity, via the
base station managing the cell in which the UE 130 is located.
The MME 102 is connected, in the core network 101, to a
CSG server (not shown) in charge of managing the CSG
subscriptions. When a change occurs in the CSG subscrip-
tions, leading to a change in the CSG whitelist of the UE 130,
the CS@G server instructs the MME 102 to provide the up-to-
date CSG whitelist to the UE 130.

The method further comprises a following step S303 of
checking whether the trust level is above a first threshold. If
the trust level, or the trust level indication, for the UE 130 is
above the first threshold, a step S304 is performed; otherwise
a step S305 is performed.

In the step S304, the handover is performed directly
between the source 110 and target 120 base stations. It means
that no access control is performed beforehand by the MME
102 or another core network entity. The source 110 and target
120 base stations therefore use their X2 interfaces for per-
forming the handover. No CSG subscription for the UE 130 is
therefore verified, i.e. no access control to the services of the
target base station 120 is performed, by the MME 102 or
another core network entity.

In the step S305, the CSG subscription for the UE 130 is
verified by the MME 102 or another core network entity.
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Ifthe access to the services of the target base station 120 is
granted, in a step S306, the handover is performed. The han-
dover may be performed via the core network 101 or between
the source 110 and target 120 base stations without any core
network entity further intervening.

It can be noticed that the access control to the services of
the target base station 120 may be performed when initiating
the handover via the core network 101, i.e. when the source
base station 110 uses its S1 interface for initiating the han-
dover.

Thus, when the handover is performed directly between the
source 110 and target 120 base stations, the handover process
is much faster than via the core network 101. By appropriately
defining the first threshold and setting the trust level, the
security in restricting access to the cell managed by the target
base station 120 for only UEs having the adequate CSG
subscription is maintained. Offloading of signalling via the
core network 101 is furthermore achieved.

It should be noticed that, once the handover is performed,
the target base station 120 becomes a source base station in
the meaning of the present invention.

Three embodiments are described hereinafter. In a first
embodiment, the comparison between the trust level indica-
tion and the first threshold is performed by a core network
entity, such as the MME 102, which further instructs the
source base station 110 whether the handover toward the
target cell should be performed with access control by the
core network entity. The first embodiment is described here-
after with regard to FIGS. 4, 5, 6 A, 6B and 6C. In a second
embodiment, the comparison between the trust level indica-
tion and the first threshold is performed by the source base
station 110, which decides whether the handover toward the
target cell should be performed with access control by the
core network entity. The second embodiment is described
hereafter withregard to FIGS. 7, 8A, 8B, 8C and 8D. In a third
embodiment, the comparison between the trust level indica-
tion and the first threshold is performed by the target base
station 120, which decides whether the handover toward the
target cell should be performed with access control by the
core network entity. The third embodiment is described here-
after with regard to FIGS. 9A and 9B.

FIG. 4 schematically represents an algorithm performed by
the source base station 110 for performing the handover,
according to the first embodiment.

In the first embodiment, the trust level indication associ-
ated with the UE 130 is managed by the MME 102, or another
core network entity.

In a step S401, the source base station 110 receives mea-
surement report from the UE 130.

The UE 130 periodically performs downlink radio channel
measurements when receiving reference symbols (RS) from
the source base station 110 and neighbouring base stations,
such as the target base station 120. Downlink radio channel
measurements are based on reference symbols received
power (RSRP) and reference symbols received quality
(RSRQ), as detailed in the 3GPP document TS 36.214,
“Evolved Universal Terrestrial Radio Access (E-UTRA)
Physical Layer—Measurements .

The UE 130 transmits to the source base station 110 mea-
surement reports. Measurements are indicative of signal qual-
ity transmitted by neighbouring base stations, such as the
target base station 120, and received by the UE 130. The
source base station 110 uses the measurement reports to
detect whether handover conditions are fulfilled for the UE
130 and to trigger a handover. For instance, when a handover
is triggered on the basis of RSRP, the handover is triggered
when RSRP for the target base station 120 is higher than
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RSRP for the source base station 110 by a predefined number
of decibels for a certain time period.

The measurement report indicates the target cell, as iden-
tified by CGI (Cell Global Identity) or PCI (Physical Cell
Identifier) information. The measurement report further indi-
cates CSG membership of the UE 130, i.e. whether, from the
point of view of the UE 130, the CSG ID transmitted by the
target base station 120 is included in the CSG whitelist stored
by the UE 130.

The trust level indication is representative of the extent to
which the UE 130 can be trusted by the source base station
110 about the CSG membership indication reported by the
UE 130.

In a following step S402, the source base station 110 analy-
ses a UE context associated with the UE 130.

Whenever the UE 130 becomes active, i.e. makes a transi-
tion from idle to active mode, under the coverage of a base
station, the MME 102 provides a UE context for the UE 130
to this base station using a dedicated message, referred to as
Initial Context Setup Request message in LTE. The UE con-
text includes information needed by the source base station
110 to manage the UE 130 for the duration of its activity in the
cell, such as for example UE capabilities and the list of
bearers that are established for the UE 130. Following a
transition back to idle mode, identified by a message, referred
to as UE Context Release Command in LTE, transmitted by
the MME 102, the base station releases the UE context for the
UE 130. Only the UE context in the MME 102 then remains.

The UE context stores an indication whether X2 handovers
are allowed for the UE 130 toward CSG cells. This indication
is provided by the MME 102, as detailed hereafter with regard
to FIG. 5.

In a following step S403, the source base station 110
checks whether X2 handovers are allowed for the UE 130
toward CSG cells. If X2 handovers are allowed, a step S404 is
performed; otherwise, a step S405 is performed.

In the step S404, the source base station 110 performs the
handover directly with the target base station 120. The source
base station 110 and target base station 120 therefore use their
X2 interfaces for performing the handover. There is no impli-
cation of the MME 102 nor any core network entity in this
case. When the X2 handover is completed between the source
base station 110 and the target base station 120, the MME 102
is however notified by the target base station 120 that a han-
dover has been performed for the UE 130. In LTE, the target
base station 120 transmits a Path Switch Request message to
the MME 102 in order to inform the MME 102 that the UE
130 has changed cell and to instruct the MME 102 to update
routing accordingly. The MME 102 determines that an X2
handover has been performed for the UE 130 upon receiving
the Path Switch Request message.

During the X2 handover process, the source base station
110 transmits the UE context associated with the UE 130 to
the target base station 120. The source base station 110 then
releases the UE context associated with the UE 130, upon
being instructed to do so by the target base station 120. In
LTE, the target base station 120 transmits a UE Context
Release message to instruct the source base station 110 to
release the UE context associated with the UE 130.

In the step S405, the source base station 110 requests that
the CSG subscription for the UE 130 be verified by the MME
102 or another core network entity. The source base station
110 provides the UE membership indication and the CSG ID
of the target cell, as received from the UE 130 in the step
S401, to the MME 102 for checking. The MME 102 checks,
in collaboration with the CSG server, that the UE membership
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indication is conform to the CSG subscription for the UE 130,
and that the UE 130 is authorized to access the target cell.

Ifthe access to the services of the target base station 120 is
granted, in a step S406, the handover is performed.

The handover may be performed directly between the
source 110 and target 120 base stations, via their X2 inter-
faces. In this case, the source base station 110 receives from
the MME 102 an indication that the access to the target cell is
granted to the UE 130. The source base station 110 then
initiates the handover toward the target cell via its X2 inter-
face.

In a variant, the handover may be performed via the core
network. The source base station 110 requests an S1 handover
toward the target cell, the request comprising the UE mem-
bership indication and the CSG ID of the target cell. When
receiving the request, the MME 102 verifies the subscription
of the UE 130.

Upon success of the verification, the MME 102 forwards
the handover request to the target base station 120 and the
handover process continues between the source 110 and tar-
get 120 base stations via the core network 101, namely via
their S1 interfaces. During the S1 handover process, the UE
context is provided to the target base station 130 in part by the
source base station 110, relayed by the MME 102, and in part
directly by the MME 102. After handover completion, the
source base station 110 then releases the UE context associ-
ated with the UE 130, upon receiving of the UE Context
Release message from the MME 102, as specified in the
3GPP document TS 23.401 “General Packet Radio Service
(GPRS) enhancements for Evolved Universal Terrestrial
Radio Access Network (E-UTRAN) access”.

Inone embodiment, the source base station 110 may decide
to stop triggering X2 handovers toward CSG cells for UEs
when a number of successive X2 handovers toward CSG cells
without access control undergone by said UEs to enter the
source cell is above a second threshold, without receiving
instructions from the MME 102. It allows limiting the
exchanges over the S1 interface. In this case, the source base
station 110 determines the number of successive X2 han-
dovers toward CSG cells without access control for the UE
130 from the UE context received during the X2 handover
from the base station from which cell the UE 130 is coming.
Determining the number of successive X2 handovers toward
CSG cells without access control is further detailed hereafter
with regard to FIG. 7.

FIG. 5 schematically represents an algorithm performed by
a core network entity, preferably the MME 102, for perform-
ing the handover, according to the first embodiment.

Inastep S501, the MME 102 detects the presence of the UE
130 in one of the cells managed by base stations connected to
the MME 102. In the case considered herein, the MME 102
detects the presence of the UE 130 in the source cell. The
MME 102 for instance detects that the UE 130 switches from
idle mode to active mode in the source cell.

In a following step S502, the MME 102 initialises a trust
level indication for the UE 130. For instance, the initialised
trust level indication is representative of a default trust level
for the UE 130. As an illustrative example, the trust level
indication is a value that is between 0 and 1, wherein 0
represents the lowest trust level and 1 represents the highest
trust level. Therefore, in the step S502, the MME 102 initia-
lises the trust level indication for the UE 130 to 0. The MME
102 preferably stores the trust level indication for the UE 130
in the UE context associated with the UE 130, but when
providing the UE context to a base station, the MME 102
doesn’t transmit UE context with the trust level indication.
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In a following step S503, the MME 102 handles the trust
level indication for the UE 130, as a function of the activity of
the UE 130. The MME 102 increases the trust level indication
under certain circumstances and decreases the trustlevel indi-
cation under other circumstances. Examples are presented
hereafter with regard to FIGS. 6 A, 6B and 6C. The trust level
indication may, alternatively or further, depend on a time
period elapsed since the last effective modification of the trust
level indication as stored in the UE context for the UE 130 or
since the last authorization from the MME 102 for the UE 130
to access via handover the services of the target base station
120. To be able to determine the time period elapsed since the
last effective modification of the trust level indication or the
last authorization from the MME 102, timestamp information
is stored in association with the trust level indication as stored
in the UE context for the UE 130, as detailed hereafter with
regard to FIGS. 6A, 6B and 6C.

In a following step S504, the MME 102 checks whether the
trust level, or the trust level indication, is above the already-
mentioned first threshold. If the trust level for the UE 130 is
above the first threshold, a step S505 is performed; otherwise
the step S503 is repeated.

In the step S505, the MME 102 instructs the base stations
to perform X2 handovers for following handovers concerning
the UE 130 toward CSG cells with no access control by the
MME 102. The MME 102 preferably indicates in the UE
context for the UE 130 that the MME 102 has instructed X2
handovers for the UE 130 toward CSG cells with no access
control by the MME 102; thus, when the MME 102 transmits
the UE context to a base station, the base station is notified
that the MME 102 has provided such instruction. In LTE, the
MME 130 transmits a UE context to a base station with Initial
Context Setup Request or UE Context Modification Request
messages. The source base station 110 updates locally the UE
context accordingly.

In a following step S506, the MME 102 handles the trust
level indication for the UE 130, as a function of the activity of
the UE 130. The step S506 is similar to the step S503.

In a following step S507, the MME 102 checks whether the
trust level, or the trust level indication, is still above the first
threshold. If the trust level for the UE 130 is still above the
first threshold, the step S506 is repeated; otherwise the step
S508 is performed.

In the step S508, the MME 102 instructs the base stations
to stop performing X2 handovers with no access control by
the MME 102 for the UE 130 toward CSG cells. The MME
102 therefore instructs to only perform handovers with access
control by the MME 102 for the UE 130 toward CSG cells, the
handover being either an S1 handover or an X2 handover for
which access control has been requested by the source base
station 110 beforehand. The MME 102 preferably indicates in
the UE context for the UE 130 that the MME 102 instructs to
only perform handovers with access control by the MME 102
for the UE 130 toward CSG cells; thus, when the MME 102
transmits the UE context to a base station, the base station is
notified that the MME 102 has provided such instruction. The
source base station 110 updates locally the UE context
accordingly.

In one embodiment, the MME 102 periodically instructs to
perform only handovers with access control by the MME 102
toward CSG cells, regardless of the trust level indications for
UEs, in orderto increase protection of services of the wireless
cellular communications network 100 against malicious UEs,
malicious UEs being UEs that modify their CSG whitelist to
include CSG ID not corresponding to their subscription.
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FIGS. 6A, 6B, and 6C schematically represent algorithms
performed by the MME 102 for handling the trust level indi-
cation for the UE 130, as mentioned with regard to the steps
503 and 506.

According to FIG. 6A, in a step S601, the MME 102
detects that an up-to-date CSG whitelist has been propagated
toward the UE 130. Then, in a following step S602, the MME
102 decreases the trust level indication for the UE 130. The
decrease may correspond to subtracting a predefined value to
the trust level indication or to setting the trust level indication
to a predefined value, for instance lower than the first thresh-
old. Indeed, it is advantageous to make the trust level indica-
tion be or tend to be below the first threshold in order to force
the source base station 110 to request access control by the
MME 102 when the CSG whitelist for the UE 130 is updated.
Indeed, when an update of the CSG whitelist occurs, the
information stored by the MME 102 might be up-to-date,
whereas the information stored by the UE 130 might not yet
have been updated. It might also be considered decreasing the
trust level indication for the UE 130 only if a CSG has been
removed from the subscription of the UE 130.

In a following step S603, the MME 102 stores a timestamp
information in association with the trust level indication in the
UE context of the UE 130. The timestamp information rep-
resents the instant at which the step S603 has been performed,
i.e. the instant at which the trust level indication has been
modified. The previously stored timestamp information in the
UE context of the UE 130 is preferably overwritten or erased.
Alternatively, when the trust level indication depends on the
time period elapsed since the last authorization from the
MME 102 for the UE 130 to access the services of the target
base station 120, the step S603 is not performed.

Accordingto FIG. 6B, inastep S611, the MME 102 detects
that an S1 handover toward a CSG cell has been performed for
the UE 130. Then, in a following step S612, the MME 102
increases the trust level indication for the UE 130. The
increase may correspond to adding a predefined value to the
trust level indication or to setting the trust level indication to
apredefined value. For instance, the trust level indication may
be set to its maximum possible value, namely 1 in the illus-
trative example already mentioned. In a variant, the trust level
indication is determined as a function of a number of success-
ful 81 handovers toward CSG cells and a number of unsuc-
cessful S1 handovers toward CSG cells, possibly as follows:

TLI =

m+n

wherein TLI represents the trust level indication for the UE
130, m represents a number of successful S1 handovers
toward CSG cells for the UE 130 and n represents a number of
unsuccessful S1 handovers toward CSG cells for the UE 130.

In a following step S613, the MME 102 stores a timestamp
information in association with the trust level indication in the
UE context of the UE 130. The timestamp information rep-
resents the instant at which the step S612 has been performed,
i.e. the instant at which the trust level indication has been
modified. The previously stored timestamp information in the
UE context of the UE 130 is preferably overwritten or erased.
Alternatively, when the trust level indication depends on the
time period elapsed since the last authorization from the
MME 102 for the UE 130 to access the services of the target
base station 120, the timestamp information represents the
instant at which the step S611 has been performed, i.e. the
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instant at which the MME 102 provided authorization for the
UE 130 to access the services of the target base station 120.

More generally, the process described with regard to FIG.
6B may be applied when the MME 102 performs an access
control for the UE 130, i.e. checks upon request from a base
station whether the UE 130 has subscribed to a certain CSG.
In this case, in the step S611, the MME 102 detects that a
verification that a CSG ID provided by the base station is
comprised in the CSG subscription of the UE 130 has been
successfully performed.

According to FIG. 6C, ina step S621, the MME 102 detects
that an X2 handover toward a CSG cell has been performed
for the UE 130.

The MME 102 is able to determine that an X2 handover
toward a CSG cell has been performed for the UE 130 when
receiving a Path Switch message from the target base station
120. The MME 102 is therefore able to distinguish S1 han-
dovers and X2 handovers.

When the base stations have the ability to select from X2
handover with prior access control and X2 handover without
prior access control and when the MME 102 has instructed
the source base station 110 to perform X2 handovers without
access control, the MME 102 determines that an X2 handover
has been performed without access control when receiving a
Path Switch message for the UE 130 from the target base
station 120. In this context, the MME 102 can determine the
number of successive X2 handovers toward CSG cells with-
out access control for the UE 130 by counting the number of
successive Path Switch messages received for the UE 130.

Alternatively, when the base stations have the ability to
select from X2 handover with prior access control and X2
handover without prior access control, the MME 102 may be
informed by the target base station 120 whether the X2 han-
dover has been performed with or without access control. The
target base station 120 may inform the MME 102 by includ-
ing the information in the Path Switch message, and the target
base station 120 may obtain from the source base station 110
the information whether the X2 handover has been performed
with or without access control.

Then, in a following step S622, the MME 102 decreases the
trust level indication for the UE 130. The trust level indication
is for instance determined as a function of a number of suc-
cessive X2 handovers toward CSG cells without access con-
trolundergone by the UE 130 to enter the source cell, possibly
as follows:

TLI(k)=exp(-a,)* TLI(k-1)

wherein TLI represents the trust level indication for the UE
130, k represents said number of successive X2 handovers
toward CSG cells without access control for the UE 130 and
a, represents a first forgetting factor.

The trust level indication may alternatively, or further, be
determined as a function of the time period elapsed since the
last instant at which the trust level indication has been modi-
fied, as introduced hereinbefore with regard to the steps S603
and S613 or when initializing the trust level indication for the
UE 130 in the step S502, or when performing a step S623
described hereafter. Accordingly, the trust level indication is
possibly as follows:

TLI(# y=exp(-a, T)*TLI(?)

wherein TLI represents the trust level indication for the UE
130, t' represents the current instant at which the trust level
indication is updated, t represents the preceding instant at
which the trust level indication has been modified, T repre-
sents the time period elapsed between the instant t and the
instant t', and a, represents a second forgetting factor.
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In the following step S623, the MME 102 stores a times-
tamp information in association with the trust level indication
in the UE context of the UE 130. The timestamp information
represents the instant at which the step S622 has been per-
formed, i.e. the instant at which the trust level indication has
been modified. The previously stored timestamp information
in the UE context of the UE 130 is preferably overwritten or
erased. Alternatively, when the trust level indication depends
on the time period elapsed since the last authorization from
the MME 102 for the UE 130 to access the services of the
target base station 120, the step S623 is not performed.

The aforementioned first «t; and second «, forgetting fac-
tors control the decrease of the trust level indication with the
number of X2 handovers toward CSG cells and with time
respectively. The higher the values of the first o, and second
o, forgetting factors, the lower the mean number of X2 han-
dovers toward CSG cells, compared to the number of S1
handovers toward CSG cells. Reversely, the lower the values
of'the first o, and second o, forgetting factors, the higher the
mean number of X2 handovers toward CSG cells, compared
to the number of S1 handovers toward CSG cells.

The trust level indication is thus defined on the basis of at
least one parameter weighted by at least one respective for-
getting factor, and the at least one forgetting factor may be
adjusted by the MME 102 on the basis of an offload policy of
signalling from the core network toward base stations.

FIG. 7 schematically represents an algorithm performed by
the source base station 110 for performing the handover,
according to the second embodiment.

In a step S701, the source base station 110 detects the
presence of the UE 130 in the source cell. The source base
station 110 for instance detects that the UE 130 wakes up in
the source cell, or switches from idle mode to active mode in
the source cell, or that the UE 130 enters the source cell after
a handover from another cell.

In a following step S702, the source base station 110
obtains a number of successive X2 handovers toward CSG
cells without access control undergone by the UE 130 to enter
the source cell. If the UE 130 switched from idle mode to
active mode in the source cell, this number of successive X2
handovers toward CSG cells without access control is set to 0.
If'the UE 130 enters the source cell after an X2 handover from
another cell, the source base station 110 obtains this number
of'successive X2 handovers toward CSG cells without access
control by extracting it from the UE context received from the
base station managing said another cell. If the UE 130 enters
the source cell after an S1 handover from another cell, the
number of successive X2 handovers toward CSG cells with-
out access control for the UE 130 is set to 0.

As already explained with regard to FIG. 6C, the trust level
indication may be determined as a function of this number of
successive X2 handovers toward CSG cells without access
control.

In a following step S703, the source base station 110
handles the trust level indication for the UE 130, as a function
of the activity of the UE 130. The source base station 110
increases the trust level indication under certain circum-
stances and decreases the trust level indication under other
circumstances. Examples are presented hereafter with regard
to FIGS. 8A, 8B, 8C and 8D. The source base station 110
preferably stores the trust level indication in the UE context
associated with the UE 130. The trust level indication may,
alternatively or further, depend on a time period elapsed since
the last effective modification of the trust level indication as
stored in the UE context for the UE 130. To be able to deter-
mine the time period elapsed since the last effective modifi-
cation of the trust level indication, timestamp information is
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stored in association with the trust level indication as stored in
the UE context for the UE 130, as detailed hereafter with
regard to FIGS. 8A, 8B and 8D.

In a following step S704, the source base station 110
detects that a handover has to be performed toward the target
cell for the UE 130, following a measurement report trans-
mitted by the UE 130, as already explained with regard to the
step S401.

In a following step S705, the source base station 110
checks whether the trust level, or the trust level indication, is
above the already-mentioned first threshold. If the trust level
for the UE 130 is above the first threshold, a step S706 is
performed; otherwise a step S709 is performed, in which an
S1 handover is performed toward the target cell for the UE
130. As already explained with regard to the step S405, the
handover may consist in, first, requesting access control by
the MME 102 or another core network entity and, then, per-
forming an X2 handover toward the target cell. In the step
709, the number of successive X2 handovers toward CSG
cells without access control, which was obtained in the step
8702, is reset whatever an X2 or an S1 handover is performed.

In the step S706, the source base station 110 increments by
one unit the number of successive X2 handovers toward CSG
cells without access control, which was obtained in the step
S702.

In a following step S707, the source base station 110 pret-
erably updates the UE context for the UE 130 by storing the
incremented number of successive X2 handovers toward
CSG cells without access control.

In a following step S708, an X2 handover is performed
toward the target cell for the UE 130, as already explained
with regard to the step S404. It should be noticed that, as the
UE context associated with the UE 130 is transmitted from
the source base station 110 to the target base station 120
during the X2 handover, the target base station 120 is notified
of the up-to-date number of successive X2 handovers toward
CSG cells without access control for the UE 130 and/or of the
trust level indication for the UE 130.

In a variant, the step S706 is not performed by the source
base station 110 but by the target base station 120, once the
X2 handover has been performed.

In one embodiment, when handling the trust level indica-
tion for the UE 130, the source base station 110 may detect
that said trust level indication becomes below the first thresh-
old. The source base station 110 may in this case request
authorization from the MME 102 for the UE 130 to access the
services of the target base station 120, although no handover
toward the target cell is expected yet. The source base station
110 can then adjust the trust level indication according to
whether the MME 102 grants the UE 130 access to the ser-
vices of the target base station 120.

FIGS. 8A, 8B, 8C and 8D schematically represent algo-
rithms performed by the source base station 110 for handling
the trust level indication for the UE 130, as mentioned with
regard to the step 703.

According to FIG. 8A, in a step S801, the source base
station 110 detects that an up-to-date CSG whitelist has been
propagated from the MME 102 toward the UE 130. Indeed, as
the UE 130 is located in the source cell, when the MME 102
transmits the up-to-date CSG whitelist to the UE 130, the
CSG whitelist is propagated via the source base station 110.
Then, in a following step S802, the source base station 110
decreases the trust level indication for the UE 130. The
decrease may correspond to subtracting a predefined value to
the trust level indication or to setting the trust level indication
to a predefined value, as already explained with regard to FIG.
6A.
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In a following step S803, the source base station 110 stores
a timestamp information in association with the trust level
indication in the UE context of the UE 130. The timestamp
information represents the instant at which the step S802 has
been performed, i.e. the instant at which the trust level indi-
cation has been modified. The previously stored timestamp
information in the UE context of the UE 130 is preferably
overwritten or erased. Alternatively, when the trust level indi-
cation depends on the time period elapsed since the last autho-
rization from the MME 102 for the UE 130 to access the
services of the target base station 120, the step S803 is not
performed.

According to FIG. 8B, in a step S811, the source base
station 110 detects that an S1 handover toward a CSG cell has
been performed for the UE 130, when the UE 130 entered the
source cell. Then, in a following step S812, the source base
station 110 initialises or increases the trust level indication for
the UE 130. The initialisation corresponds to setting the trust
level indication to a predefined value. For instance, the trust
level indication may be set to its maximum possible value,
namely 1 in the illustrative example already mentioned. The
step S812 may also consist in increasing the trust level indi-
cation, as already explained with regard to FIG. 6B.

In a following step S813, the source base station 110 stores
a timestamp information in association with the trust level
indication in the UE context of the UE 130. The timestamp
information represents the instant at which the step S812 has
been performed, i.e. the instant at which the trust level indi-
cation has been modified. The previously stored timestamp
information in the UE context of the UE 130 is preferably
overwritten or erased. Alternatively, when the trust level indi-
cation depends on the time period elapsed since the last autho-
rization from the MME 102 for the UE 130 to access the
services of the target base station 120, the timestamp infor-
mation represents the instant at which the step S811 has been
performed, i.e. the instant at which the MME 102 provided
authorization for the UE 130 to access the services of the
target base station 120.

According to FIG. 8C, in a step S821, the source base
station 110 detects that an X2 handover has been performed
for the UE 130, which made the UE 130 enter the source cell.
Then, in a following step S822, the source base station 110
extracts the trust level indication from the UE context for the
UE 130 transmitted by the source base station 110 during the
X2 handover.

According to FIG. 8D, in a step S831, the source base
station 110 detects that a handover has to be initiated for the
UE 130. The trust level indication may be determined as a
function of the time period elapsed since the last instant at
which the trust level indication has been modified. In a fol-
lowing step S832, the source base station 110 checks the
timestamp information associated with the trust level indica-
tion, in order to determine the time period elapsed since the
last instant at which the trust level indication has been modi-
fied, as introduced hereinbefore with regard to the steps S803
and S813. Accordingly, the trust level indication is possibly as
follows:

TLI(#)=exp(-0a,T)* TLI(z)

wherein TLI represents the trust level indication for the UE
130, t' represents the instant at which the source base station
110 detects that a handover has to be initiated for the UE 130,
i.e. the current instant at which the trust level indication is
updated, t represents the preceding instant at which the trust
level indication has been modified, T represents the time
period elapsed between the instant t and the instant t', and o,
represents the already-mentioned second forgetting factor.
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As already mentioned with regard to the first embodiment,
the first o, and second o, forgetting factors control the
decrease of the trust level indication with the number of X2
handovers toward CSG cells and with time respectively.

The trust level indication is thus defined on the basis of at
least one parameter weighted by at least one respective for-
getting factor, and the at least one forgetting factor may be
adjusted by the target base station 120 on the basis of an
access policy to the services of the target base station.

The first ¢, and second ., forgetting factors may be pre-
defined and stored in the base stations, for instance during the
manufacturing process. In a variant, the first o, and/or second
a., forgetting factors may be defined by the MME 102, or
another core network entity, for each base station indepen-
dently or per group of base stations. For example, OAM
(Operation Administration and Maintenance) of the wireless
cellular communications network 100 allows setting the first
a, and/or second ., forgetting factors for at least one group of
base stations, on the basis of traffic estimation in the cells
managed by said at least one group of base stations and/or a
trade-off between access control and offload policy of the
core network 101. In another variant, the first o, and/or sec-
ond a., forgetting factors are defined by each base station. For
instance, a base station decides increasing the first o, and/or
second a., forgetting factors if said base station detects at least
one malicious UE in the cell managed by said base station. A
malicious UE is for instance a UE that presented several times
an erroneous CSG membership.

In a following step S834, the source base station 110 stores
a timestamp information in association with the trust level
indication in the UE context of the UE 130. The timestamp
information represents the instant at which the step S833 has
been performed, i.e. the instant at which the trust level indi-
cation has been modified. The previously stored timestamp
information in the UE context of the UE 130 is preferably
overwritten or erased. Alternatively, when the trust level indi-
cation depends on the time period elapsed since the last autho-
rization from the MME 102 for the UE 130 to access the
services of the target base station 120, the step S834 is not
performed.

FIG. 9A schematically represents an algorithm performed
by the source base station 110 for performing the handover,
according to the third embodiment.

In a step S901, the source base station 110 detects the
presence of the UE 130 in the source cell. The source base
station 110 for instance detects that the UE 130 wakes up in
the source cell, or switches from idle mode to active mode in
the source cell, or that the UE 130 enters the source cell after
a handover from another cell.

In a following step S902, the source base station 110
obtains a number of successive X2 handovers toward CSG
cells without access control undergone by the UE 130 to enter
the source cell, as already described with regard to the step
S702.

In a following step S903, the source base station 110
handles the trust level indication for the UE 130, as a function
of the activity of the UE 130. The source base station 110
increases the trust level indication under certain circum-
stances and decreases the trust level indication under other
circumstances. Examples have been already presented here-
inbefore with regard to FIGS. 8A, 8B, 8C and 8D. The source
base station 110 preferably stores the trust level indication in
the UE context associated with the UE 130.

In a preferred variant, the steps 902 and 903 are performed
by the target base station 120, in order to limit the processing
by the source base station 110.
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In this case, the source base station 110 provides the UE
context to the target base station, or information therein
related to the trust level indication, and the target base station
120 handles the trust level indication for the UE 130, as well
as the number of successive X2 handovers toward CSG cells
without access control.

In a following step S904, the source base station 110
detects that a handover has to be performed toward the target
cell for the UE 130, following a measurement report trans-
mitted by the UE 130, as already explained with regard to the
step S401.

In a following step S905, the source base station 110 ini-
tiates an X2 handover with the target base station 120. During
the initiation of the X2 handover, the source base station 110
provides to the target base station 120 the trust level indica-
tion for the UE 130, as well as the CSG membership provided
by the UE 130.

FIG. 9B schematically represents an algorithm performed
by the target base station 120 for performing the handover,
according to the third embodiment.

In a step S911, the target base station 120 receives from the
source base station 110 a request to perform an X2 handover
toward the target cell for the UE 130. It corresponds to the X2
handover initiation performed by the source base station 110
in the step 905. The target base station 120 therefore receives
from the source base station 110 the trust level indication for
the UE 130, as well as the UE membership indication pro-
vided by the UE 130. The target base station 120 may further
receive other information related to the trust level indication
for the UE 130, such as the aforementioned timestamp infor-
mation and/or the number of successive X2 handovers toward
CSG@G cells without access control undergone by the UE 130.

In a following step S912, the target base station 120 checks
whether the trust level, or the trust level indication, is above
the already-mentioned first threshold. If the trust level for the
UE 130 is above the first threshold, a step S915 is performed;
otherwise a step S913 is performed.

In the step S913, the target base station 120 requests that
the CSG subscription for the UE 130 be verified by the MME
102 or another core network entity. The target base station
120 provides the UE membership indication and the CSG ID
of'the target cell to the MME 102 for checking. The MME 102
checks, in collaboration with the CSG server, that the UE
membership indication is conform to the CSG subscription
for the UE 130, and that the UE 130 is authorized to access the
target cell.

In a following step S914, the target base station 120 checks
whether the MME 102 has granted the access to the services
of the target base station 120 for the UE 130. If the access to
the services of the target base station 120 is granted, a step
8916 is performed, in which the X2 handover is rejected by
the target base station 120; otherwise, the step S915 is per-
formed.

In the step S915, the X2 handover is accepted by the target
base station 120 and continued between the source base sta-
tion 110 and the target base station 120 for the UE 130.

The first threshold with which the trust level indication for
the UE 130 is compared, in either the first, the second or the
third embodiment detailed hereinbefore, may be common to
any UE present or requesting entering in a cell where this first
threshold is applicable. In a variant, the first threshold may be
particular to each UE.

According to an embodiment, the first threshold is setup by
the MME 102, or another entity of the core network 101. For
instance, the first threshold is provided by the MME 102
during message exchanges for configuring the wireless cel-
Iular communications network 100 when connecting the
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source base station and/or target base station to the MME 102.
The first threshold may be common to all UEs and be identical
for plural neighbouring base stations. The MME 102, or said
another entity of the core network 101, determines the first
threshold on the basis of an offload policy of the core network
101 toward the base stations.

According to another embodiment, the first threshold is
defined by the target base station 120 for the source base
station 110, according to an access policy to services imple-

mented by the target base station 120. For example, the target 10

base station 120 decides to increase the first threshold for the
source base station 110, so handovers with access control are
preferred and the level of the signalling offload is reduced for
the handovers toward the target base station 120. If the target
base station 120 reduces the first threshold, direct handovers
without access control is preferred and another access control
policy is defined at the target base station 120, as access
control is not systematic for handovers toward the target base
station 120. The compromise between access control and
signalling offload level defines an access control policy for
the services of the target base station 120. The target base
station 120 defines the first threshold for all UEs according to
its access policy and propagates the first threshold value to its
neighbouring base stations, including the source base station
110, via its X2 interface. The neighbouring base stations,
including the source base station 110, then replace the pre-
ceding value of the first threshold by the value of the first
threshold provided by the target base station 120.

According to yet another embodiment, the first threshold is
adjusted by the target base station 120 for the source base
station 110, according to the access policy to services imple-
mented by the target base station 120. The target base station
120 defines a value of increase or decrease of the first thresh-
old for all UEs according to its access policy and propagates
the value of increase or decrease to its neighbouring base
stations, including the source base station 110, via its X2
interface. The neighbouring base stations, including the
source base station 110, then increases or decreases respec-
tively the preceding value of the first threshold by the value
provided by the target base station 120. It allows managing
the first threshold independently for each UE.

The invention claimed is:

1. A method for performing a handover of a mobile termi-
nal from a source base station to a target base station, the
source and target base stations being adapted to directly com-
municate with each other via first respective communication
interfaces, the source and target base stations being adapted to
communicate via second respective communication inter-
faces with a core network entity, the core network entity
managing subscriptions to services of at least the target base
station and authorizing access to said services via handover to
only subscribers to said services, said method comprising:

obtaining a trust level indication for the mobile terminal,

said trust level indication being representative of an
extent to which the mobile terminal can be trusted when
declaring having subscribed to the services of the target
base station;

performing directly the handover via the first communica-

tion interfaces, when the obtained trust level indication
is above a first threshold; and otherwise

requesting authorization from said core network entity for

the mobile terminal to access via handover the services
of the target base station.

2. The method according to claim 1, wherein the trust level
indication is determined as a function of a time period elapsed
since a preceding modification of the trust level indication or

20

since a preceding authorization from the core network entity
for the mobile terminal to access via handover the services of
the target base station.
3. The method according to claim 1, wherein the trust level
5 indication is determined as a function of a number of succes-
sive handovers performed by base stations by directly com-
municating with each other without requesting authorization
from said core network entity and undergone by the mobile
terminal to enter a cell managed by the source base station.
4. The method according to claim 1, wherein the core
network entity defines the first threshold on the basis of an
offload policy of signalling from the core network toward
base stations.
5. The method according to claim 1, wherein the target base
station defines or adjusts the first threshold for the source base
station, on the basis of an access policy to the services of the
target base station.
6. The method according to claim 1, wherein the trust level
20 indication is defined on the basis of at least one parameter
weighted by at least one respective forgetting factor, and
wherein:
the at least one forgetting factor is adjusted by said core
network entity on the basis of an offload policy of sig-
nalling from the core network toward base stations; or

the at least one forgetting factor is adjusted by the target
base station on the basis of an access policy to the ser-
vices of the target base station.
7. The method according to claim 1, wherein the target base
station performs:
receiving from the source base station a request to perform
directly the handover via the first communication inter-
faces for the mobile terminal and receiving from the
source base station said trust level indication;

accepting to perform directly the handover via the first
communication interfaces for the mobile terminal, when
the trust level indication is above a first threshold; and
otherwise

requesting, via the second communication interface of the

target base station, authorization from said core network
entity for the mobile terminal to access via handover the
services of the target base station.

8. The method according to claim 1, wherein the core
network entity performs, when the trust level indication is
above the first threshold:

instructing the source base station to perform directly, via

the first communication interfaces, following handovers
toward the target base station for the mobile terminal.

9. The method according to claim 8, wherein the source
base station performs, when detecting that the handover has
to be performed toward the target base station for the mobile
terminal:

performing the handover via its first communication inter-

face, when instructed by the core network entity to per-
form directly, via the first communication interfaces,
handovers toward the target base station via the first
communication interfaces for the mobile terminal; and
otherwise

requesting, via the second communication interface of the

source base station, authorization from said core net-
work entity for the mobile terminal to access via han-
dover the services of the target base station.

10. The method according to claim 8, wherein the core
network entity performs, when the trust level indication is
below or equal to the first threshold:
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instructing the source base station to stop performing
directly, via the first communication interfaces, follow-
ing handovers toward the target base station for the
mobile terminal.
11. The method according to claim 8, wherein the source
base station performs, when detecting that the mobile termi-
nals enters a cell managed by the source base station:
obtaining a number of successive handovers performed by
base stations by directly communicating with each other
without requesting authorization from said core network
entity and undergone by the mobile terminal to enter the
cell managed by the source base station;
and, when detecting that the handover has to be performed
toward the target base station for the mobile terminal:

performing directly the handover via its first communica-
tion interface, when said number of successive han-
dovers is below a second threshold, independently of
being instructed by the core network entity to perform
directly, via the first communication interfaces, follow-
ing handovers toward the target base station for the
mobile terminal; and otherwise

requesting, via the second communication interface of the

source base station, authorization from said core net-
work entity for the mobile terminal to access via han-
dover the services of the target base station.

12. The method according to claim 1, wherein said method
is performed by the source base station.

13. The method according to claim 12, wherein, when the
handover is performed directly via the first communication
interfaces, the source base station transmits to the target base
station a mobile terminal context including the trust level
indication and/or a number of successive handovers per-
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formed by base stations by directly communicating with each
other without requesting authorization from said core net-
work entity and undergone by the mobile terminal to enter a
cell managed by the source base station.
14. The method according to claim 1, wherein requesting
authorization from said core network entity for the mobile
terminal to access via handover the services of the target base
station is performed when performing the handover via the
second communication interfaces.
15. A system for performing a handover of a mobile termi-
nal from a source base station to a target base station, the
source and target base stations being adapted to directly com-
municate with each other via first respective communication
interfaces, the source and target base stations being adapted to
communicate via second respective communication inter-
faces with a core network entity, the core network entity
managing subscriptions to services of at least the target base
station and authorizing access to said services via handover to
only subscribers to said services,
said system comprising:
means for obtaining a trust level indication for the mobile
terminal, said trust level indication being representative
of an extent to which the mobile terminal can be trusted
when declaring having subscribed to the services of the
target base station;
means for performing directly the handover via the first
communication interfaces, when the obtained trust level
indication is above a first threshold; and otherwise

means for requesting authorization from said core network
entity for the mobile terminal to access via handover the
services of the target base station.
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